
Passwords

Good Afternoon, This is Cleatus Davis from Ultimate IT Guys

Welcome to our Technology & Security Webinar
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81% of hacking related breaches 
used stolen or weak passwords.

Fact

8 out of 10 data breaches used stolen or weak passwords

2



57% of workers who get 
phished don't change their 

password behaviors

What You Need To Know

Over half of the people that get phished don’t change their password behavior
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Over 80% of Americans have their 
information for sale by criminals on the 

DarkWeb.

You Have Been a Victim

More breach records than there are people.  Your information is out there and the bad guys 
are using it every day to attack you.
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Tip # 1

Find out if your information 
Is on the Dark Web

Fighting Back

We can help you with this.  If you are using our Business Email Product we automatically 
check those addresses as part of our service.  If you are using a free email from your 
internet provider we do not check those unless you ask us to do it for you.
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Tip # 2

Use Complex, but 
memorable passwords

Fighting Back

Use a phrase and throw in some numbers and symbols.  Easier to remember and it makes it 
longer.
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Tip # 3

Change your passwords often

Fighting Back

Change your passwords on a regular basis.
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Tip # 4

Don’t Reuse Passwords

Fighting Back

Reusing passwords makes it really easy for hackers and other criminals.
If they get one password, then they have access to multiple of your accounts.

8



Tip # 5

Use a Password 
Manager

Fighting Back

A password manager takes most of the hassle out of keeping track of your passwords
Knowing when to change them.
Generating new good passwords when you need to change them.
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Tip #6

Use Multi-Factor 
Authentication

MFA

Fighting Back

MFA Makes your accounts much more secure.
The idea is to take something that you know, an user id and password
Combined with something that you have, typically a cell phone or key token to generate a 
code or one time password.
Several good free tools for generating authentication codes, such as AUTHY or Google 
Authenticator.
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Requires Action
You can’t continue to ignore the problem 

(It isn’t going away)

You Don’t Have To Be a Victim!

Changing your habits requires action
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Stay Safe

Password Management

Looking for a few customers to test 
our new Password Management 

Service

We are looking for a few customers that would like to help use test out our new password 
management tool, before we roll it out to all of our customers.
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Stay Safe

Let us Help You!
Our Base Service Plan
• Preventative Maintenance
• Managed Anti-Virus Service
• Off-Site Backup
• Remote Support
• Business Email Service (w/Phishing, Virus & Spam 

Protection)

Business Email Service is one of the big keys to stopping the attacks
Also if you are a housing authority you need to create a proper email account for using 
eLOCCS

13



Stay Safe

Let us Help You!
Other Services
• Dark Web Monitoring
• Advanced Network Protection
• Security Assessments
• VOIP Phone Service
• Managed Copier & Print Service
• Managed Toner Service

Give us a call or email 
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Questions?
580-782-2266

cdavis@ultimateitguys.com

Give us a call 580-782-2266 or send an email to cdavis@ultimateitguys.com
We will check to see if you have information on the Dark Web and help you clean up the 
mess.
We can run a security assessment at your business to help you understand your level of risk 
and what needs to be done to make it better.
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